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Objective:

To identify and address specific cyber risks in the TEC sector and provide mitigation guidelines as an output.

Key deliverables:

TEC-Specific Cyber Risks & Incident Management 

Completed 

• Conducted risk assessments on key TEC systems 

Ongoing

• Develop guidance to mitigate cyber security incidents

• Templates for; including response, communications plan, defining roles and post-incident review reports

Planned 

• Recommend QSF amendments, including security policy reviews and incident management 

• Implement sector-specific cybersecurity measures

• Promote cybersecurity awareness and training across the sector

o Propose Incident Management Training & Awareness Programs.
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